
N e e d  a d v i s e  o n  y o u r  B Y O D  p o l i c y ?  L e t ’ s  t a l k !

+63 (2) 8638 - 3264 inquiry@ipsystems.ph www.ipsystems.ph

THE DANGERS
O F  B R I N G - Y O U R - O W N - D E V I C E  ( B Y O D )

BYOD remains both as an 
opportunity and challenge for 
enterprises - especially if it’s 
not implemented correctly.
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Data breach is always one-click away
and you can’t do anything about it since
personal devices, if regulated, feels like
an invasion of privacy.

If you use specific software for projects,
a personal device might not be suitable
to run the program - causing problems in
installation and disrupting work.

If you allow unregistered devices to your
network, you don’t know if it has the right
data security in place or if it has weak
spots which hackers can benefit from.

R E C E N T  B Y O D  S T A T I S T I C S

BYOD more often than not, can affect
an employee’s productivity. Since it’s their
own device, they can use it for personal
reasons even during office hours.

5 0 %

1 5 %

of companies were
breached through
employee-owned
devices

of employees have
accessed sensit ive
company data from
their  own devices

2 1 % use social  media
during off ice hours

Without proper security policies in place,
having a BYOD scheme may cause worries for:


